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Memo 
To:  Rules Committee Members 

From:  Michael Erke, Bill Referral Consultant 

Date:  8/21/2020 

Re:  Consent Bill Referrals 

Attached are three bill referral recommendations. 
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REFERRAL OF BILLS TO COMMITTEE
08/24/2020
Pursuant to the Assembly Rules, the following bills were referred to committee:
Assembly Bill No. Committee:
AB 2272 JUD.
HR 103 JUD.
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RE-REFERRAL OF BILLS
08/24/2020
The Committee on Rules has re-referred the following bills to Committee:
Assembly Bill No. Committee:
SB 731 JUD.
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August 11, 2020 
 
 
Chairman Ken Cooley 
Assembly Committee on Rules 
California State Capitol, Room 3016 
Sacramento, CA 95814 
 
RE: Urgency Clause Request – SB 67 (McGuire): Cannabis Appellations of Origin  

 
Dear Chairman Cooley: 
 
I respectfully request your approval for an urgency clause to my SB 67, which as proposed, 
would clarify that to qualify for the Appellations of Origin program, cannabis must be planted 
in-ground, in open air, and no use of artificial light during flowering stages of cultivation. 
Additionally, SB 67 ensures that cannabis labeled as grown in a city will be actually grown in 
that city. 
 
The California Department of Food and Agriculture (CDFA) is required to establish a process 
for licensed growers to establish Appellations of Origin for cannabis produced in specific 
localities by January 1, 2021. Appellations of Origin relate to those standards, practices, and 
cultivars of cannabis grown in a certain geographical area. Consumers use Appellations of 
Origin standards to choose products that they understand were grown in specific regions 
impacted by the local climate, soil, and environment.   

 
As the January 1, 2021 deadline for CDFA to establish Appellations of Origin standards and 
practices nears, indoor operations will be able to claim they are eligible for Appellations of 
Origin. Legacy outdoor growers will not be able to preserve their reputations for marketing 
purposes, which are central for their long-term viability, and consumers could be misled as to 
the origin of Cannabis product. 
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Chairman Ken Cooley 
August 11, 2020 
Page 2 
 
 

SB 67 taking effect immediately will ensure CDFA is able to clarify in regulations before January 
1, 2021 that Appellations of Origin standards and practices are defined as outdoor only, in 
order to protect legacy growers and consumers. Thank you for your consideration, please feel 
free to contact me at 916-651-4002 if you have any questions. 

 
 

Warmest Regards, 
 
 
 
 
 

MIKE McGUIRE 
Senator  
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Assembly Rules Committee 

August 24, 2020 

 

 

 

ADMINISTRATIVE ITEM: 

ASSEMBLY COMPUTER AND ELECTRONIC DEVICE USE,  

WEBSITE, AND SOCIAL MEDIA POLICIES 
 

 

Issue: 

 

Should the definition of harassing or discriminatory purpose in the Assembly's Computer 

and Electronic Device Use, Website, and Social Media Policies be updated to reflect 

current law? 

 

Background: 

 

In 2016, all three policies were revised to add an appendix of definitions to clarify when 

Assembly-provided computers, electronic devices, and related information technology 

services do not serve a legislative purpose.  Specifically, access to the Assembly network, 

either through wireless or wired connection must satisfy a legislative purpose and not 

fulfill a commercial, harassing or discriminatory, illegal or inappropriate, personal, or 

political purpose. 

 

Since 2016, state law has expanded the protected characteristics in employment-based 

discrimination and harassment.  The revised definition will be consistent with current 

law. 

 

Recommendation: 

 

Approve the adoption of the attached policies. 
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Assembly Computer and Electronic Device Use Policy 

 

1. General Statement 

 

Assembly-provided computers, electronic devices, and related information technology 

(IT) services, as defined in Appendix A, have great potential to enhance our productivity. 

At the same time, as is the case with all legislative resources made available to 

employees, abuse is possible. Each Member and employee who uses Assembly-provided 

computers, electronic devices, and related IT services agrees to comply fully with this 

policy.   Members and employees will be held accountable for their use and misuse of 

legislative resources.1 

 

2. Legislative Resources 

 

The use of Assembly-provided computers, electronic devices, and related IT services 

shall be subject to the same standards as the use of all other legislative resources (e.g., 

telephone, fax, scanner, or copier).  The Assembly reserves the right to inspect all of its 

legislative resources used to conduct Assembly business to ensure compliance with 

Assembly policies, without notice to the user-employee. The Assembly may conduct 

inspections of legislative resources even in the user-employee’s absence.  Thus, there is 

no personal right to privacy with respect to any information created, modified, or stored 

on, or retrievable from, Assembly-provided computers, electronic devices, or related IT 

systems. The Assembly retains the right to suspend or revoke the use of and access to 

such legislative resources. 

 

3. Legislative Purpose 

 

Assembly-provided computers, electronic devices, and related IT services are intended to 

be used only for matters that serve a legislative purpose, as defined in Appendix A.  

 

4. Inappropriate Non-Legislative Purposes 

 

For purposes of this policy the use of Assembly-provided computers, electronic devices, 

and related IT services for any political, personal, commercial, harassing, discriminatory, 

illegal, or inappropriate purposes, as those terms are defined or in Appendix A, is 

prohibited. 

 

 

 

 

                                                 
1 This policy covers all forms of connection to the Assembly network, including wireless and wired 

connections. Moreover, all state-provided wireless connections are legislative resources subject to this 

policy and any employee use of the wireless connections that does not serve a legislative purpose may be 

disciplined pursuant to this policy. 
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5. Other General Considerations 

 

a. Business appropriate language 

 

Generally accepted standards of business communication shall govern the type of 

language used for communications and other content involving the use of Assembly-

provided computers, electronic devices, and related IT services. 

 

b. Confidentiality 

 

Providing access to or use of confidential resources or access to confidential information 

or public information without following the existing rules and procedures of the 

Assembly or the agency that provided the information is prohibited.  

 

c. Intellectual property: copyright, trademark, and trade secrets 

 

Disseminating, copying, printing, or otherwise improperly using or reproducing 

copyrighted material (including articles, software, music and videos), trademarked 

material (including logos or other marks), or trade secrets in violation of the laws 

governing copyrights, trademarks, and trade secrets is prohibited under this policy. 

Offices are responsible for respecting intellectual property rights, including determining 

the authorship of all materials subject to copyright, trademark, and trade secret protection 

and obtaining appropriate permission to use the protected items in connection with 

legislative purposes. News articles, charts, graphs, and photographs are often covered by 

copyright protections, regardless of whether the piece in question includes a copyright 

symbol.  Contact the Assembly Rules Committee with questions on copyright, trademark, 

or trade secret issues. 

 

d. Legislative decorum 

 

Members and employees shall conduct themselves in accordance with recognized 

standards of decorum for all legislative activities, including when engaging or interacting 

with other Members and employees.   

 

6. Specific Policies Relating to the Use of Computers and Other Assembly-Provided 

Electronic Devices and Services 

 

a. Passwords, User Accounts and Signature Lines 

 

Employees shall not use a password, user account or signature line other than their own 

except as otherwise expressly authorized by this policy. 

 

b. Unintended Dissemination or Access 

 

Users of Assembly-provided computers, electronic devices, and related IT services must 

take reasonable precautions to prevent unintended dissemination of, or access to, the 
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work product of another Assembly Member or employee. The person producing 

computer work product is responsible for storing the work product subject to security 

measures appropriate for the particular work product. Other users are prohibited from 

seeking access to computer work product which a reasonable person in like 

circumstances would believe was not intended to be accessed by that particular user or 

category of users. 

 

1) Legislative users shall not intentionally seek information, obtain copies, 

modify files or data, or use passwords or user accounts belonging to other 

users without authorization from that user, the user’s Supervisor, or the 

Assembly Rules Committee. 

2) Legislative users shall not represent themselves as another user unless 

expressly authorized by that user to do so. 

3) Legislative users shall not intentionally develop or disseminate programs that 

harass other users, nor shall they access or modify the work product of other 

users without authorization from that user, the user’s Supervisor, or the 

Assembly Rules Committee. 

4) Legislative users shall not attempt to circumvent security systems, or exploit 

security holes in any Assembly network or system. 

 

c. Authorization to Connect Equipment or Software 

 

Authorization to connect peripheral equipment to, or install or download software on, 

Assembly computers and electronic devices must be obtained from the Assembly Rules 

Committee.   

 

d. Access Using Personal Devices 

 

Authorization to access the legislative network using personal computers or electronic 

devices (e.g., personal computers, tablets, smartphones) must be obtained from the 

Assembly Rules Committee.  Such access is a privilege for legislative users and may be 

terminated or limited at any time if it is abused.  Legislative users who use personal 

computers or electronic devices to access the legislative network or the internet should be 

aware that, under certain circumstances, data created, stored or accessed through use of 

such access may be subject to subpoena, or inspection by or on behalf of the Assembly.  

 

e. Messages to Large Groups of Users 

 

Authorization to use the Assembly network to disseminate a message to all Assembly 

users, to all Capitol offices, or to all district offices must be obtained from the Assembly 

Rules Committee. 
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7. Right to Monitor 

 

Members and employees should be aware that the Assembly Rules Committee may 

monitor the use of legislative resources and may undertake periodic inspections to ensure 

compliance with this policy. 

 

Members and employees should consider all electronic files and transmissions to be of a 

permanent nature, such that the Assembly Rules Committee may be able to retrieve and 

review them even if they are deleted. Employees should also be aware that password 

protection for legislative resources is provided for the purpose of protecting legislative 

resources and does not provide any assurance of employee confidentiality. Nor do 

employee passwords or file-delete functions create any employee right of privacy with 

respect to the employee’s use of legislative resources. 

 

8. Criminal and Civil Penalties 

 

Misuse of computers and Assembly-provided computers, electronic devices, and related 

IT services may be subject to criminal penalties, including, among others, those related to 

theft, vandalism, and the misuse of legislative resources. 

 

Criminal offenses are usually prosecuted by the local district attorney. The penalties 

imposed by the court principally involve incarceration or probation rather than monetary 

damages. The penalties may, however, include restitution of stolen property or its 

monetary value. 

 

Civil remedies may also be available. The purpose of a civil action is not to directly 

punish an individual for that individual’s actions. Civil lawsuits are brought to repay a 

party for lost property or profits. 

 

9. Discipline 

 

In addition to any criminal and civil penalties discussed in this policy, employees are also 

subject to discipline by the Assembly Rules Committee for violations of this policy. 

Depending on the seriousness of the violation, sanctions may include suspension or 

termination of the use of computer or other Assembly-provided computers, electronic 

devices, or related IT services or any other appropriate employment sanction (e.g., 

reprimand, suspension, demotion or termination). 

 

10. Implementation 

 

The Assembly Rules Committee should be contacted to seek any of the approvals 

required by this policy, or to obtain additional information regarding the policy. 
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11. Changes 

 

This policy is subject to change from time to time.  The current version will be dated to 

show the revision and will be posted on the California State Assembly Intranet. 
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APPENDIX A: DEFINITIONS 

 

The following terms used in the preceding Assembly policy have the following 

meanings: 

 

1) Commercial Purpose. A commercial purpose means any purpose relating to 

operating a business for personal gain, and includes advertising for any private 

individual, firm or corporation, or implying in any manner that the Assembly or 

an Assembly Member endorse or favor any specific commercial product, 

commodity or service. 

 

2) Computers, Electronic Devices, and Related Information Technology 

Services.    

a. “Computers and electronic devices” means electronic devices that are 

capable of creating, modifying, storing, transmitting, or receiving data, 

including computers, laptops, tablets, personal and wearable digital 

assistants, smartphones, and similar devices.  

b. “Related information technology services” means any related programs, 

applications, servers, or networks that are used in conjunction with 

creating, modifying, storing, transmitting, or receiving the data on 

computers and electronic devices, including internet, wireless connections 

(Wi-Fi), cloud computing, voicemail, text messaging, video, and 

electronic mail services. 

 

3) Harassing or Discriminatory Purpose. A harassing or discriminatory purpose 

includes disseminating offensive, harassing, or discriminatory statements, 

including those based on a person’s race, religious creed (including all aspects of 

religious belief, observance, and practice, including religious dress and grooming 

practices), color, national origin, ancestry, physical disability, mental disability, 

medical condition, marital status, age (over 40), sex or gender, gender identity, 

gender expression, sexual orientation, pregnancy, medical conditions related to 

pregnancy, childbirth, breastfeeding, genetic information, military or veteran 

status, citizenship status, or any other legally protected characteristic. 

. 

 

4) Illegal or Inappropriate Purpose. An illegal or otherwise inappropriate use 

prohibited under this policy includes disseminating incendiary statements that 

could incite violence or describe or promote the use of weapons or devices 

associated with terrorist activities; and accessing, disseminating, or soliciting 

sexually oriented messages or images. 

 

5) Legislative Purpose. A legislative purpose is one that is related to the duties of 

the Legislature, including, but not limited to, considering and enacting legislation; 

investigating, studying, analyzing, and disseminating or receiving information 

relating to legislation or government proceedings generally; disseminating or 

receiving information relating generally to governmental functions or programs; 
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and communicating with constituents about any of the above-referenced 

functions. 

 

6) Personal Purpose. A personal purpose means a purpose for personal enjoyment, 

private gain or advantage, or any other outside endeavor not related to state 

business. 

 

With respect to the use of legislative resources, the following activities comprise 

an illustrative list of activities that have a prohibited personal purpose: 

 

A) The use of a personal e-mail account. 

B) Engaging in personal errands, such as internet banking or paying bills.  

C) Engaging in personal causes, such as sending chain letters, or soliciting 

money for religious, charitable, or political causes. 

D) Operating a personal business. 

 

7) Political Purpose. A political purpose means a purpose related to overtly partisan 

activity, including activities that target other Members or their political parties 

with the intent to cause a direct political benefit or detriment.  A political purpose 

includes a purpose related to campaign activity and encompasses, but is not 

limited to, actions to influence or attempt to influence voters for or against the 

nomination or election of a candidate for elective office or the qualification or 

passage of a ballot measure. For purposes of this policy, the term “ballot 

measure” includes, Assembly Constitutional Amendments, Senate Constitutional 

Amendments or other legislative measures (e.g., bonds) that have qualified for the 

ballot. 

 

With respect to the use of legislative resources, the following activities comprise 

an illustrative list of activities that have a prohibited political purpose: 

A) Political fundraising. 

B) Press releases, editorials, and resolutions that expressly advocate support or 

opposition for a candidate or a ballot measure, or that otherwise identify a 

Member, an Assembly employee, or any other person as a candidate for 

elective office. 

C) Providing links to any campaign websites or online blogs, or to websites of 

partisan organizations and other sites the general purpose of which is to 

attempt to advocate for or against the nomination or election of a candidate for 

elective office or the qualification or passage of a ballot measure. 

D) Issuing endorsements for or against a candidate or ballot measure. 

E) Impugning the motives of or disparaging a Member or a Member’s political 

party with respect to the performance of legislative acts or duties or otherwise 

acting contrary to recognized standards of legislative decorum, including, but 

not limited to, identifying a particular Member with respect to the casting of 

votes, the authoring of legislation, or the content of the Member’s speech and 

debate associated with the legislative process. 
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F) Engaging in partisan activity targeting a Member in close proximity to the 

date of an election at which the Member’s name will appear on the ballot.  

Back to Agenda



Page 26 of 43

1 
Revised August 24, 2020 

 

Assembly Website Policy 

 

1. General Statement 

 

This policy provides a general understanding of what materials and links are appropriate 

and inappropriate for Assembly websites.  By posting content on the Assembly’s 

websites, Members and employees posting such content agree to comply fully with the 

guidelines set forth in this policy.1 

 

2. Legislative Resources 

 

The creation and content of Assembly websites shall be subject to the same standards as 

use of other legislative resources and equipment (e.g., telephone, fax, scanner, or copier). 

The Assembly reserves the right to inspect all of its legislative resources used to conduct 

Assembly business to ensure compliance with Assembly policies, without notice to the 

user-employee. The Assembly may conduct inspections of legislative resources even in 

the user-employee’s absence.  Thus, there is no personal right to privacy with respect to 

any information created, modified, or stored on, or retrievable from, Assembly-provided 

computers, electronic devices, or related IT systems. The Assembly retains the right to 

suspend or revoke the use of and access to such legislative resources. 

 

3. Legislative Purpose 

 

Assembly websites and their related content and links are intended to be used only to 

serve a legislative purpose, as defined in Appendix A.  Please contact the Assembly 

Rules Committee at (916) 319-2800 if you have any questions as to whether the inclusion 

of any website content or links would appropriately serve a legislative purpose. 

 

4. Inappropriate Non-Legislative Purposes 

 

For purposes of this policy the use of Assembly websites to post content or links for any 

political, personal, commercial, harassing, discriminatory, or illegal or inappropriate 

purposes, as those terms are defined or in Appendix A, is prohibited.  

 

Employees shall not post, or permit others to post, any content related to campaign 

activity on an Assembly website, nor post a link to a site that has a purpose related to 

campaign activity.  This prohibition on campaign activity content applies to all content 

posted on Assembly websites. 

 

 

                                                 
1 This policy covers all forms of connection to the Assembly network, including wireless and wired 

connections.  Moreover, all state-provided wireless connections are legislative resources subject to this 

policy and any employee use of the wireless connections that does not serve a legislative purpose may be 

disciplined pursuant to this policy. 

 
 

Back to Agenda



Page 27 of 43

2 
Revised August 24, 2020 

 

5. Other General Considerations 

 

a. Business appropriate language 

 

Generally accepted standards of business communication shall govern the type of 

language used for content posted on Assembly websites. 

 

b. Confidentiality 

 

Assembly website content shall not disclose confidential information or public 

information without following the existing rules and procedures of the Assembly or the 

agency that provided the information.  

 

c. Intellectual property: copyright, trademark, trade secrets 

 

Disseminating, copying, printing, or otherwise improperly using or reproducing 

copyrighted material (including articles, software, music and videos), trademarked 

material (including logos and other marks), or trade secrets in violation of the laws 

governing copyrights, trademarks, and trade secrets is prohibited under this policy. 

Offices are responsible for respecting intellectual property rights, including determining 

the authorship of all materials subject to copyright, trademark, and trade secret protection 

and obtaining appropriate permission to use the protected items in connection with 

legislative purposes. News articles, charts, graphs, and photographs are often covered by 

copyright protections, regardless of whether the piece in question includes a copyright 

symbol.  Contact the Assembly Rules Committee with questions on copyright, trademark, 

or trade secret issues. 

 

d. Legislative decorum 

 

Members and employees shall conduct themselves in accordance with recognized 

standards of decorum for all legislative activities, including an Assembly website, when 

engaging or interacting with other Members and employees. 

 

6. Specific Policies Relating to Assembly Website Content 

 

a. General disclaimer 

 

Each Member’s first or “home” page must include a link to the following general 

disclaimers placed and easily identified at the bottom of that page:   

  

The California State Assembly does not warrant or make any 

representations as to the quality, content, accuracy, currency, legality, or 

completeness of the information, text, graphics, links and other items 

contained on this server or any other server. Such materials have been 

compiled from a variety of sources, and are subject to change at any time 
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without notice from the California State Assembly.  Use of the Assembly 

website is at the user's sole risk. 

  

Communications made through this site’s e-mail and messaging system 

shall in no way be deemed to constitute legal notice to the California State 

Assembly or any of its agencies, officer, employees, agents or 

representatives. 

 

The presence of a link does not constitute or imply any endorsement, 

sponsorship, or recommendation of the content (e.g., opinions, services, 

offers, information) of any linked site. The Assembly does not monitor, 

control, or fund any linked site and is not responsible for its content. If the 

linked site solicits funds, this should not be construed to mean that the 

Member is soliciting funds for that site. 

 

b. Disclaimer for external links 

 

All Assembly website links must include an “interim” page between the Member's home 

page and any links which reads: 

  

You are now leaving the California State Assembly website. Neither the State 

Assembly office whose site contains this link, nor the California State Assembly 

is responsible for the content of the non-Assembly site you are about to access. 

  

The presence of a link does not constitute or imply any endorsement, sponsorship, 

or recommendation of the content of any linked site. The Assembly does not 

monitor, control, or fund any linked site and is not responsible for its content. If 

the linked site solicits funds, this should not be construed to mean that the 

Member is soliciting funds for that site. 

 

c. Assembly office self-monitoring and review 

 

Assembly offices are responsible for the content of their websites and for adhering to this 

policy.  Assembly offices are also responsible for reviewing the Policy Governing 

Privacy and Use of Assembly Websites prepared by the Legislative Data Center.  Each 

Member’s first or “home” page must include a link to the Privacy and Conditions of Use 

placed and easily identified at the bottom of that page.  The current version of that policy 

may be viewed on the California State Assembly Intranet. 

 

This policy does not require prior approval by the Assembly Rules Committee of each 

individual Member’s website content or changes to individual websites.  The policy has 

been adopted in this form to provide general guidance to Members and employees, but 

also allows Members wide latitude within these guidelines to be creative in utilizing 

newly developing website technology.  The Assembly Rules Committee may consider 

adopting amendments to require prior approval of changes to websites if this policy does 

not prove effective in eliminating abuses of website technology.  In addition, individual 
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Member offices that repeatedly violate this policy may be required to obtain prior 

approval for any changes to their websites. 

 

7. Right to Monitor 

 

Members and employees should be aware that the Assembly Rules Committee may 

monitor the use of legislative resources and may undertake periodic inspections to ensure 

compliance with this policy.   

 

Members and employees should consider all electronic files and transmissions, including 

website content, to be of a permanent nature, such that the Assembly Rules Committee 

may be able to retrieve and review them even if they are deleted. Employees should also 

be aware that password protection for legislative resources is provided for the purpose of 

protecting legislative resources and does not provide any assurance of employee 

confidentiality. Nor do employee passwords or file-delete functions create any employee 

right of privacy with respect to the employee’s use of legislative resources. 

 

8. Criminal and Civil Penalties 

 

Misuse of legislative resources in connection with Assembly website content and links 

may be subject to criminal penalties, including, among others, those related to theft, 

vandalism, and the misuse of legislative resources. 

 

Criminal offenses are usually prosecuted by the local district attorney. The penalties 

imposed by the court principally involve incarceration or probation rather than monetary 

damages. The penalties may, however, include restitution of stolen property or its 

monetary value. 

 

Civil remedies may also be available. The purpose of a civil action is not to directly 

punish an individual for that individual’s actions. Civil lawsuits are brought to repay a 

party for lost property or profits. 

 

9. Discipline 

 

In addition to any criminal and civil penalties discussed in this policy, employees are also 

subject to discipline by the Assembly Rules Committee for violations of this policy. 

Depending on the seriousness of the violation, sanctions may include suspension or 

termination of the use of legislative resources in connection with Assembly website 

content and links or any other appropriate employment sanction (e.g., reprimand, 

suspension, demotion or termination). 

 

10. Implementation 

 

The Assembly Rules Committee should be contacted to seek any of the approvals 

required by this policy, or to obtain additional information regarding the policy. 
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11. Changes 

 

This policy is subject to change from time to time.  The current version will be dated to 

show the revision and will be posted on the California State Assembly Intranet. 

 

  

Back to Agenda



Page 31 of 43

6 
Revised August 24, 2020 

 

APPENDIX A: DEFINITIONS 

 

The following terms used in the preceding Assembly policy have the following 

meanings: 

 

1) Commercial Purpose. A commercial purpose means any purpose relating to 

operating a business for personal gain, and includes advertising for any private 

individual, firm or corporation, or implying in any manner that the Assembly or 

an Assembly Member endorse or favor any specific commercial product, 

commodity or service. 

 

2) Computers, Electronic Devices, and Related Information Technology 

Services.    

a. “Computers and electronic devices” means electronic devices that are 

capable of creating, modifying, storing, transmitting, or receiving data, 

including computers, laptops, tablets, personal and wearable digital 

assistants, smartphones, and similar devices.  

b. “Related information technology services” means any related programs, 

applications, servers, or networks that are used in conjunction with 

creating, modifying, storing, transmitting, or receiving the data on 

computers and electronic devices, including internet, wireless connections 

(Wi-Fi), cloud computing, voicemail, text messaging, video, and 

electronic mail services. 

 

3) Harassing or Discriminatory Purpose. A harassing or discriminatory purpose 

includes disseminating offensive, harassing, or discriminatory statements, 

including those based on a person’s race, religious creed (including all aspects of 

religious belief, observance, and practice, including religious dress and grooming 

practices), color, national origin, ancestry, physical disability, mental disability, 

medical condition, marital status, age (over 40), sex or gender, gender identity, 

gender expression, sexual orientation, pregnancy, medical conditions related to 

pregnancy, childbirth, breastfeeding, genetic information, military or veteran 

status, citizenship status, or any other legally protected characteristic. . 

 

4) Illegal or Inappropriate Purpose. An illegal or otherwise inappropriate use 

prohibited under this policy includes disseminating incendiary statements that 

could incite violence or describe or promote the use of weapons or devices 

associated with terrorist activities; and accessing, disseminating, or soliciting 

sexually oriented messages or images. 

 

5) Legislative Purpose. A legislative purpose is one that is related to the duties of 

the Legislature, including, but not limited to, considering and enacting legislation; 

investigating, studying, analyzing, and disseminating or receiving information 

relating to legislation or government proceedings generally; disseminating or 

receiving information relating generally to governmental functions or programs; 
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and communicating with constituents about any of the above-referenced 

functions. 

 

6) Personal Purpose. A personal purpose means a purpose for personal enjoyment, 

private gain or advantage, or any other outside endeavor not related to state 

business. 

 

With respect to the use of legislative resources, the following activities comprise 

an illustrative list of activities that have a prohibited personal purpose: 

 

A) The use of a personal e-mail account. 

B) Engaging in personal errands, such as internet banking or paying bills.  

C) Engaging in personal causes, such as sending chain letters, or soliciting 

money for religious, charitable, or political causes. 

D) Operating a personal business. 

 

7) Political Purpose. A political purpose means a purpose related to overtly partisan 

activity, including activities that target other Members or their political parties 

with the intent to cause a direct political benefit or detriment.  A political purpose 

includes a purpose related to campaign activity and encompasses, but is not 

limited to, actions to influence or attempt to influence voters for or against the 

nomination or election of a candidate for elective office or the qualification or 

passage of a ballot measure. For purposes of this policy, the term “ballot 

measure” includes, Assembly Constitutional Amendments, Senate Constitutional 

Amendments or other legislative measures (e.g., bonds) that have qualified for the 

ballot. 

 

With respect to the use of legislative resources, the following activities comprise 

an illustrative list of activities that have a prohibited political purpose: 

A) Political fundraising. 

B) Press releases, editorials, and resolutions that expressly advocate support or 

opposition for a candidate or a ballot measure, or that otherwise identify a 

Member, an Assembly employee, or any other person as a candidate for 

elective office. 

C) Providing links to any campaign websites or online blogs, or to websites of 

partisan organizations and other sites the general purpose of which is to 

attempt to advocate for or against the nomination or election of a candidate for 

elective office or the qualification or passage of a ballot measure. 

D) Issuing endorsements for or against a candidate or ballot measure. 

E) Impugning the motives of or disparaging a Member or a Member’s political 

party with respect to the performance of legislative acts or duties or otherwise 

acting contrary to recognized standards of legislative decorum, including, but 

not limited to, identifying a particular Member with respect to the casting of 

votes, the authoring of legislation, or the content of the Member’s speech and 

debate associated with the legislative process. 
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F) Engaging in partisan activity targeting a Member in close proximity to the 

date of an election at which the Member’s name will appear on the ballot. 
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Assembly Social Media Policy 

 

1. General Statement 

 

Assembly offices may use legislative resources, including their computers, electronic 

devices, and related information technology (IT) services, as defined in Appendix A, to 

establish and maintain one or more social media sites in accordance with this policy. 

Members and employees agree to comply fully with the guidelines set forth in this policy 

respecting the use of legislative resources in connection with maintaining a social media 

site.1 

 

For purposes of this policy, a “social media site” means an account on a social media 

platform. This policy does not apply to a social media site that is not established or 

maintained using legislative resources. 

 

2. Legislative Resources 

 

The use of Assembly-provided computers, electronic devices, and related IT services to 

post content on a social media site shall be subject to the same standards as the use of all 

other legislative resources (e.g., telephone, fax, scanner, or copier).  The Assembly 

reserves the right to inspect all of its legislative resources used to conduct Assembly 

business to ensure compliance with Assembly policies, without notice to the user-

employee. The Assembly may conduct inspections of legislative resources even in the 

user-employee’s absence.  Thus, there is no personal right to privacy with respect to any 

information created, modified, or stored on, or retrievable from, Assembly-provided 

computers, electronic devices, or related IT systems. The Assembly retains the right to 

suspend or revoke the use of and access to such legislative resources. 

 

3. Legislative Purpose 

 

The content posted on a social media site using legislative resources subject to this 

policy, as well as the content of any associated links posted using legislative resources, 

shall concern only matters within the scope of official legislative duties and that serve a 

corresponding legislative purpose, as defined in Appendix A. 

 

Please contact the Assembly Rules Committee at (916) 319-2800 if you have any 

questions as to whether any content to be posted on a social media site would 

appropriately serve a legislative purpose. 

 

                                                 
1 This policy covers all forms of connection to the Assembly network, including wireless and wired 

connections. Moreover, all state-provided wireless connections are legislative resources subject to this 

policy and any employee use of the wireless connections that does not serve a legislative purpose may be 

disciplined pursuant to this policy. 
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Posted content that does not serve a legislative purpose may be excluded and removed 

using a process provided by the Legislative Counsel Bureau and approved by the 

Assembly Rules Committee.    

 

4. Inappropriate Non-Legislative Purposes 

 

For purposes of this policy, the use of legislative resources to post content or links on a 

social media site for any political, personal, commercial, harassing, discriminatory, or 

illegal or inappropriate purposes, as those terms are defined in Appendix A, is prohibited. 

 

Users shall not post, or permit others to post, any content related to campaign activity on 

a social media site that is created or maintained using legislative resources, nor post a link 

to a site that has a purpose related to campaign activity. This prohibition on campaign 

activity content applies to all content posted on a social media site that is created or 

maintained using legislative resources, even if no legislative resources are used to post 

the content.  

 

5. Other General Considerations 

 

a. Business appropriate language 

 

Generally accepted standards of business communication shall govern the type of 

language used for content on social media sites posted using legislative resources. 

 

b. Confidentiality 

 

Social media site content that is posted using legislative resources shall not disclose 

confidential information or public information without following the existing rules and 

procedures of the Assembly or the agency that provided the information.  

  

c. Intellectual property: copyright, trademark, trade secrets 

 

Disseminating, copying, printing, or otherwise improperly using or reproducing 

copyrighted material (including articles, software, music and videos), trademarked 

material (including logos and other marks), or trade secrets in violation of the laws 

governing copyrights, trademarks, and trade secrets is prohibited under this policy. 

Offices are responsible for respecting intellectual property rights, including determining 

the authorship of all materials subject to copyright, trademark, and trade secret protection 

and obtaining appropriate permission to use the protected items in connection with 

legislative purposes. News articles, charts, graphs, and photographs are often covered by 

copyright protections, regardless of whether the piece in question includes a copyright 

symbol.  Contact the Assembly Rules Committee with questions on copyright, trademark, 

or trade secret issues. 
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d. Legislative decorum 

 

Members and employees shall conduct themselves in accordance with recognized 

standards of decorum for all legislative activities, including on social media sites, when 

engaging or interacting with other Members and employees.  

 

6. Specific Policies Relating to the Use of Social Media Sites 

 

a. Employee training and authorization 

 

Users shall be required to complete training approved by the Assembly Rules Committee 

regarding the use of social media by employees prior to being authorized to use 

Assembly-provided computers, electronic devices, or related IT services to establish or 

maintain a social media site. Employees shall be designated by their respective Members 

as authorized users of the social media site prior to use.  

 

b. Use of social media generally 

 

Any use of social media on paid legislative time or otherwise using legislative resources 

(e.g., participating on a page other than the Member’s page on the social media site) is 

also limited to official use.  To ensure this, the legislative user shall be identified using a 

process approved by the Assembly Rules Committee.   

 

c. General admonition regarding nature of the internet 

 

Members and employees are warned to keep in mind the nature of social media and the 

internet generally.  It is very simple to post content and comments that may be rapidly 

disseminated.  Once material is posted, however, it is nearly impossible to erase it from 

existence. 

 

7. Right to Monitor 

 

Members and employees should be aware that the Assembly Rules Committee may 

monitor a social media site that is established or maintained using legislative resources 

and may undertake periodic monitoring of social media sites to ensure compliance with 

this policy.   

 

Members and employees should consider all electronic files and transmissions to be of a 

permanent nature, such that the Assembly Rules Committee may be able to retrieve and 

review them even if they are deleted. Employees should also be aware that password 

protection for legislative resources is provided for the purpose of protecting legislative 

resources and does not provide any assurance of employee confidentiality. Nor do 

employee passwords or file-delete functions create any employee right of privacy with 

respect to the employee’s use of legislative resources. 
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8. Criminal and Civil Penalties 

 

Misuse of legislative resources in connection with establishing or maintaining a social 

media site may be subject to criminal penalties, including, among others, those related to 

theft, vandalism, and the misuse of legislative resources. 

 

Criminal offenses are usually prosecuted by the local district attorney. The penalties 

imposed by the court principally involve incarceration or probation rather than monetary 

damages. The penalties may, however, include restitution of stolen property or its 

monetary value. 

 

Civil remedies may also be available. The purpose of a civil action is not to directly 

punish an individual for that individual’s actions. Civil lawsuits are brought to repay a 

party for lost property or profits. 

 

9. Discipline 

 

In addition to any criminal and civil penalties discussed in this policy, employees are also 

subject to discipline by the Assembly Rules Committee for violations of this policy. 

Depending on the seriousness of the violation, sanctions may include suspension or 

termination of the use of legislative resources in connection with establishing or 

maintaining a social media site or any other appropriate employment sanction (e.g., 

reprimand, suspension, demotion, or termination).  

 

10. Implementation 

 

The Assembly Rules Committee should be contacted to seek any of the approvals 

required by this policy, or to obtain additional information regarding the policy. 

 

11. Changes 

 

This policy is subject to change from time to time.  The current version will be dated to 

show the revision and will be posted on the California State Assembly Intranet. 
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APPENDIX A: DEFINITIONS 

 

The following terms used in the preceding Assembly policy have the following 

meanings: 

 

1) Commercial Purpose. A commercial purpose means any purpose relating to 

operating a business for personal gain, and includes advertising for any private 

individual, firm or corporation, or implying in any manner that the Assembly or 

an Assembly Member endorse or favor any specific commercial product, 

commodity or service. 

 

2) Computers, Electronic Devices, and Related Information Technology 

Services.    

a. “Computers and electronic devices” means electronic devices that are 

capable of creating, modifying, storing, transmitting, or receiving data, 

including computers, laptops, tablets, personal and wearable digital 

assistants, smartphones, and similar devices.  

b. “Related information technology services” means any related programs, 

applications, servers, or networks that are used in conjunction with 

creating, modifying, storing, transmitting, or receiving the data on 

computers and electronic devices, including internet, wireless connections 

(Wi-Fi), cloud computing, voicemail, text messaging, video, and 

electronic mail services. 

 

3) Harassing or Discriminatory Purpose. A harassing or discriminatory purpose 

includes disseminating offensive, harassing, or discriminatory statements, 

including those based on a person’s race, religious creed (including all aspects of 

religious belief, observance, and practice, including religious dress and grooming 

practices), color, national origin, ancestry, physical disability, mental disability, 

medical condition, marital status, age (over 40), sex or gender, gender identity, 

gender expression, sexual orientation, pregnancy, medical conditions related to 

pregnancy, childbirth, breastfeeding, genetic information, military or veteran 

status, citizenship status, or any other legally protected characteristic.. 

 

4) Illegal or Inappropriate Purpose. An illegal or otherwise inappropriate use 

prohibited under this policy includes disseminating incendiary statements that 

could incite violence or describe or promote the use of weapons or devices 

associated with terrorist activities; and accessing, disseminating, or soliciting 

sexually oriented messages or images. 

 

5) Legislative Purpose. A legislative purpose is one that is related to the duties of 

the Legislature, including, but not limited to, considering and enacting legislation; 

investigating, studying, analyzing, and disseminating or receiving information 

relating to legislation or government proceedings generally; disseminating or 

receiving information relating generally to governmental functions or programs; 
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and communicating with constituents about any of the above-referenced 

functions. 

 

6) Personal Purpose. A personal purpose means a purpose for personal enjoyment, 

private gain or advantage, or any other outside endeavor not related to state 

business. 

 

With respect to the use of legislative resources, the following activities comprise 

an illustrative list of activities that have a prohibited personal purpose: 

 

A) The use of a personal e-mail account. 

B) Engaging in personal errands, such as internet banking or paying bills.  

C) Engaging in personal causes, such as sending chain letters, or soliciting 

money for religious, charitable, or political causes. 

D) Operating a personal business. 

 

7) Political Purpose. A political purpose means a purpose related to overtly partisan 

activity, including activities that target other Members or their political parties 

with the intent to cause a direct political benefit or detriment. A political purpose 

includes a purpose related to campaign activity and encompasses, but is not 

limited to, actions to influence or attempt to influence voters for or against the 

nomination or election of a candidate for elective office or the qualification or 

passage of a ballot measure. For purposes of this policy, the term “ballot 

measure” includes, Assembly Constitutional Amendments, Senate Constitutional 

Amendments or other legislative measures (e.g., bonds) that have qualified for the 

ballot. 

 

With respect to the use of legislative resources, the following activities comprise 

an illustrative list of activities that have a prohibited political purpose: 

A) Political fundraising. 

B) Press releases, editorials, and resolutions that expressly advocate support or 

opposition for a candidate or a ballot measure, or that otherwise identify a 

Member, an Assembly employee, or any other person as a candidate for 

elective office. 

C) Providing links to any campaign websites or online blogs, or to websites of 

partisan organizations and other sites, the general purpose of which is to 

attempt to advocate for or against the nomination or election of a candidate for 

elective office or the qualification or passage of a ballot measure. 

D) Issuing endorsements for or against a candidate or ballot measure. 

E) Impugning the motives of or disparaging a Member or Member’s political 

party with respect to the performance of legislative acts or duties or otherwise 

acting contrary to recognized standards of legislative decorum, including, but 

not limited to, identifying a particular Member with respect to the casting of 

votes, the authoring of legislation, or the content of the Member’s speech and 

debate associated with the legislative process. 
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F) Engaging in partisan activity targeting a Member in close proximity to the 

date of an election at which the Member’s name will appear on the ballot.  
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ADMINISTRATIVE ITEM:  

ASSEMBLY CONTRIBUTION FOR MEDICAL INSURANCE 
 
 

 

Issue: 
 

Should the maximum amount the Assembly contributes for the cost of employees’ medical 

insurance coverage be increased to cover the cost of the monthly premiums for the most popular 

plans effective January 1, 2021? 

 

Background: 
 

The Assembly Rules Committee establishes the maximum monthly employer contribution 

toward the cost of employees’ medical insurance premiums.   

 

The California Public Employees Retirement System (CalPERS) contracts with the insurance 

carriers offering plans available to Assembly employees.  Premiums for the plans in which 

Assembly employees are enrolled will increase between 1.6% and 12.3% effective January 1, 

2021.   

 

By increasing the Assembly’s current maximum employer contribution rate by 6%, the employer 

contribution will cover the full cost of the premiums for the medical insurance plans in which a 

majority of employees are enrolled. 

 

Recommendation:   
 

Approve. 
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ADMINISTRATIVE ITEM: 

ASSEMBLY DRUG-FREE WORKPLACE POLICY 
 

Issue: 

 

Should the Assembly adopt a Drug-Free Workplace Policy? 

 

Background: 

 

The use of any illegal or controlled substance and/or marijuana, whether on or off the job, can 

affect an employee’s work performance, productivity, alertness, judgment, safety, and health.  In 

addition, the use or possession of these substances constitutes a potential danger to the welfare 

and safety of other employees and exposes the Assembly to the risk of property loss, damage, 

and/or injury to other persons.   

 

All employees are viewed as representatives of the Assembly, whether at work or participating in 

Assembly-related events.  The Assembly expects that any consumption of alcohol at Assembly 

related events will be in moderation so as not to impair the individual or reflect negatively on the 

individual’s professional reputation or the institution of the California State Assembly.  

 

The proposed Assembly Drug-Free Workplace Policy would establish a new policy for 

Assembly employees on the use of illegal and controlled substances, setting the expectation that 

any employee who is under the influence of an illegal or controlled substance on the job may be 

subject to disciplinary action. 

 

Recommendation: 

 

Approve a Drug-Free Workplace Policy for the Assembly.  
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Drug- Free Workplace Policy 

 
The use of any illegal or controlled substance and/or marijuana, whether on or off the job, can 

affect an employee’s work performance, productivity, alertness, judgment, safety, and health.  In 

addition, the use or possession of these substances constitutes a potential danger to the welfare 

and safety of other employees and exposes the Assembly to the risk of property loss, damage, 

and/or injury to other persons.   

 

The following rules and standards of conduct apply to all employees on Assembly property 

and/or during work hours.  Behavior that violates the Assembly’s policy includes: 

 

 Use, or being under the influence, of an illegal or controlled substance and/or 

marijuana, while working including, but not limited to, driving a vehicle or 

operating equipment in connection with your Assembly employment; and 

 

 Manufacturing, selling, or purchasing any illegal or controlled substance and/or 

marijuana, while working. 

 

Violation of this policy will result in disciplinary action, up to and including termination.  The 

Assembly may also bring the matter to the attention of appropriate law enforcement authorities. 

 

Legally-prescribed medications may be taken during work hours.  The use of prescription and 

over-the-counter medications, however, may affect an employee’s job performance and seriously 

impair the employee’s abilities.  Employees should notify their Supervisor if the use of 

medications might affect their performance.  Abuse of prescription medications will not be 

tolerated. 

 

All employees are viewed as representatives of the Assembly, whether at work or participating in 

Assembly related events.  The Assembly expects that any consumption of alcohol at Assembly 

related events will be in moderation so as not to impair the individual or reflect negatively on the 

individual’s professional reputation or the institution of the California State Assembly.  

  

The Assembly will encourage and reasonably accommodate employees with drug dependencies 

to seek treatment and/or rehabilitation, as long as doing so does not impose an undue hardship on 

the Assembly.  Employees desiring such assistance should contact the Assembly Rules 

Committee at (916) 319-3700. 
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